Muskegon Community College
Technology Council
March 16, 2009
1:30 p.m. – 3:00 p.m.
Room L167-169

Members: Voting: Carol Briggs-Erickson (Chair), Tim Trainor (Vice-Chair), Becky Evans, Jeff Stipes, Jim Pianki, Sue Meeuwenberg, Nancy Slater, Phyllis Robey, Joe Doyle, Kelley Conrad, Jean Roberts, Ania Duncan, Gregory Adams
Non-voting: Julie Weller, Patricia Werly, Richard Doctor, Mike Alstrom, Mindy Stevens, John Mihelich (Recorder)

Please read: Last meeting minutes, attachments
Please bring: Last meeting minutes, current agenda, and any relative information

I. Welcome and Introduction of Guests

II. Review and Approve Agenda

III. Review and Approve Previous Meeting Minutes

IV. Council Membership Updates
   • Teresa Sturrus
   • Gregory Adams
   • Ania Duncan

V. Old business
   • Blackboard Policy Update
   • Computer Users Policy

VI. New business
   • Standardize all Adobe Creative Suite lab installations to version CS3
     o Lab Manager Comments: Adobe CS3 is the current version in all labs.
     o Adobe Design Premium CS3 is installed in 1131, Info Commons, L361, and L363.
     o Adobe Photoshop CS3 is installed in: L163, L165 Research, L261, L263, 1206, 1210, 160, and 162.
   • A student requested consideration for adding an open lab in the Stevenson Center.
     o Lab Manager Comments: 1206 or 1210 could be used when classes are not scheduled. Class schedules, staffing and supervision would need to be considered.
   • Process for acquiring, using, deleting instructor (student) Blackboard accounts within their Blackboard courses
   • Firefox
   • MayDays
   • New Technology Introduction(particular, a review of the procedures for training and implementing the changing over of printers and
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VII. Sub-Committee and Informational Reports

Datatel overview
Email Policy
Blackboard Policy
OIT monthly overview
Software Update overview

1. Develop and maintain inventory of software installations on MCC computers. This includes computers found in offices, laptops and classrooms. Look into ways this can be supported:
   a. Software to do analysis and maintain inventory
   b. Application server to distribute and maintain software along with tracking software licenses.

2. Create a listing of a core set of software which MCC supports. This can be used to start maintaining version control of these applications.

3. Once the core software is identified (see #2) create a Web page that lists these software and current versions along with posting links to Web site were software updates can be downloaded. This would also include:
   a. Create and maintain a folder on the MCC network's P drive that contains the most current executable files with latest software updates that corresponds to links on Web site.
   b. Establish an archive of older software updates that can be used as a fall back if a new update turns out to create problems.
   c. Establish one person who is responsible for maintaining this list of core software. This person would maintain Web page and keep links and files on P drive current. Keeping the software archive up-to-date would also be under this person's job description.

4. Provide a list of software (preferably online) that is maintained in the Information Commons and computer classrooms. Some version of this idea has been worked on and could be given a higher priority.

VIII. Announcement

Open discussion

Adjournment

Carol Briggs-Erickson

Additional Instructions:
Monthly meeting will resume on the third Monday of every month at 1:30 pm – 2:30 pm in room L167-L169

Muskegon Community College
Computer Usage Policy for Students
and Community Members

Standards for Acceptable Computer Use at Muskegon Community College

Muskegon Community College (MCC) would like to promote the free exchange of ideas for learning, teaching and research through the use of our technology including the Internet, personal computers, local networks, specialized hardware and software applications. Computers on campus are intended for enrolled college students. Permission may be granted to adult college visitors.

Acting in ways that are mutually respectful of others are good foundations for responsible, legal and ethical uses of our technology. In addition, you should consider your actions with respect to the following Standards of Acceptable Computer Use when using MCC’s technological resources:

• Respecting the personal privacy of others
• Honoring the intellectual property of others
• Following established laws and college policies
• Treating people and equipment around you with care and respect as well as not engaging in any activities that would disrupt others
• Honestly representing yourself and the information you provide others
• Freeing limited technological resources for others to complete their college assignments whenever possible
• Not exposing others to materials which may reasonably be construed as offensive
• Not changing the setup or configuration of software or hardware that does not belong to you

Unacceptable Computer Use at Muskegon Community College

Access to technology at MCC is a privilege that can be withdrawn when an individual abuses it. By logging into a MCC computer you agree to the above Standards of Acceptable Computer Use. An individual can lose MCC computer privileges by committing any of the following transgressions:

1. Unauthorized actions; this would include access to any computer system to modify or view files, passwords, or other data along with damaging or altering software components on any network or database.
2. Illegal actions; this would include making copies of licensed or copyrighted software and data without documented permission.
3. Malicious actions; this would include exposing our wireless network to viruses or other destructive software as well as sending unsolicited email messages, including spam or other advertising material, to individuals who did not specifically request such material, except as approved under the MCC E-Mail Usage Procedures.
4. Disruptive actions; this includes but is not limited to port scanning, IP spoofing, network analysis, network monitoring, running traffic generating applications, installing illegal software or sending offensive electronic communications.
5. Disrespecting others; this would include loud talking, listening to loud music, aggressive behaviors or sending offensive electronic communications.
6. Misrepresenting oneself as another user or sharing passwords with others.
7. Displaying or playing text, graphics, audio or video; which may reasonably be construed as offensive to the public.
8. Failing to pay fees or fines assessed by MCC.
Wireless Access to MCC's Technology

MCC would like to encourage people to use their own technology on our campus. To promote this, we provide wireless access to various computer networks. However, users need to be aware that MCC does not filter wireless access to the Internet and cannot provide secure wireless connections or printing services to those wireless connections. As a result, MCC is not responsible for the loss or damage that may occur, directly or indirectly, to personal equipment and data through the use of our wireless connections. Therefore, parents or guardians are responsible for children brought onto campus.

More information about wireless access is available online with MCC's Wireless Access policy.

MCC Email Usage Procedure

Electronic mail (e-mail) is one of the most used and useful services offered on Muskegon Community College’s computer network. These services are provided for the official business and educational purposes of the College. Access to e-mail by employees is a privilege, and should be treated as such.

More information about Email usage is available online with MCC's Email Usage Procedures.

Enforcement Procedure

Students
Failure to follow Acceptable Standards will result in the removal of authorization (privileges) to use MCC’s computer networks along with associated hardware and software as outlined in the MCC Student Handbook Code of Student Conduct and Sanctions.

Community Members
Failure to follow Acceptable Standards will result in the removal of authorization (privileges) to use MCC’s computer networks.

Reinstatement of Lost Authorization to Use MCC’s Technology

When privileges are withdrawn for violation of this policy and the individual feels that he/she has been unfairly treated in the implementation of this policy, the individual may file an appeal with the Vice President for Student Services as outlined in the MCC Student Handbook section concerning Informal Resolution and the section on Appeal Procedures. The Vice President for Student Services will convene a meeting of the relevant parties. His/her decision will be binding.